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802.11ec stands for 802.11 with Encoded Control and does not represent an IEEE standard
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Objective

Fundamentally Fundamentally re-think the way controlre-think the way control
information is conveyedinformation is conveyed in order to in order to
guarantee guarantee low overheadlow overhead and  and robustnessrobustness
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pseudo-noise (PN) bit sequences detected via cross-correlation
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•    Correlatable Symbol Sequences (CSS)

•    Control Information via CSS

•    11ec Protocol Illustration

•    Experimental Results
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Why Correlatable Symbol Sequences?

CSS’s key idea: 
Signal detection is more robust than decoding

• Sender and receiver agree upon a set of pre-
defined CSS
–  CSS length L determines the max size of the CSS set

• The receiver can detect a specific CSS u(k) by
correlating it with the incoming samples y(k)
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CSS Intuition

CSS u(k)

CSS+INTERFERENCE as received by R

Information K

•     Node S wants to convey control information (“Information K”) to node R
via a pre-defined CSS u(k)



CSS Intuition

CSS u(k)

CSS+INTERFERENCE as received by R

Noise Signal

•     Node S wants to convey control information (“Information K”) to node R 
via a pre-defined CSS u(k)
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•     The correlator spikes when the
pre-defined CSS is received

||

•     Node S wants to convey control information (“Information K”) to node R 
via a pre-defined CSS u(k)
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•     Node S wants to convey control information (“Information K”) to node R 
via a pre-defined CSS u(k)

Information K
Received ???||



CSS Summary

•    Advantages
Low Overhead

– No preamble
– No encoding

High Robustness
– To low SINR
– To collisions

•    Correlatable Symbol Sequences (CSS) are pre-defined
PN bit sequences detected via cross-correlation

•    CSS do not need any preamble/header

Length L limits number of pre-defined CSS



•    Correlatable Symbol Sequences (CSS)

•    Control Information via CSS

•    11ec Protocol Illustration

•    Experimental Results
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•    802.11 control message structure

•    Define a small dictionary of CSS to represent
the message information content

– Type                  Limited Set

– Address   

– Duration             Large Set

Preamble Fixed Control
Field Type DurationAddresses

Map to different CSS
(e.g., RTS CTS ACK)

New CSS types + Timing
Code (e.g., channel free)

Large Set but
Locally Limited

Control Information via CSS - Dictionary

One CSS per node
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•    802.11 control message structure

•    CSS Information Scope Control

– Public

Preamble Fixed Control
Field

To be received by all nodes
(e.g., Channel Reservation/Release)

Type DurationAddresses

All nodes detect the CSS
(i.e., possess the correlator)
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•    802.11 control message structure

•    CSS Information Scope Control

– Public

– Unique Feature: Private

Preamble Fixed Control
Field

To be received by all nodes
(e.g., Channel Reservation/Release)

To be received by the
other endpoint (e.g., ACK,
source/destination address)

Type DurationAddresses

All nodes detect the CSS
(i.e., possess the correlator)

Selected nodes detect the CSS

Control Information via CSS - Scope



•    Correlatable Symbol Sequences (CSS)

•    Control Information via CSS

•    11ec Protocol Illustration

•    Experimental Results
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Experimental Results Roadmap

•    WARP

     - CSS Robustness

•    Channel Measurement Emulation

     - Tput/Fairness/Airtime Utilization

     - Fundamental and Small Topologies

•    Large Network Simulations

     - 20-node Random Topology



CSS Implementation

1.    Repeatable and controllable experiments

Sender Receiver Interferer

Logical
Connection

Physical
Cabling



CSS Performance Metric



CSS Performance Metric

•    Threshold Selection
Probability of false positives  ~10-8

 Performance
Probability of false negatives



CSS Robustness

•    CSS are correlatable even at low SINR

Robustness

L=63

L=127

L=255

L=511

[dB]



Robustness and Overhead Gains

Duration: Message Control vs
Coded Control

11b/g 11a 11ec
~1000 µs ~184 µs ~41 µs

10 dB more robust 78% less overhead

Robustness

RTS Decoding

(BPSK 1/2)

Ic(r) Detection

(127-symbol)

[dB]



CSS Implementation

1.    Repeatable and controllable experiments

Sender Receiver Interferer

Logical
Connection

Physical
Cabling

2.    Emulation based on Realistic Channel Measurements
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•    802.11ec increases fairness AND channel utilization
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Summary and Conclusions

• Objective: Fundamentally Objective: Fundamentally re-thinkre-think the way controlthe way control
information is conveyedinformation is conveyed in order to guarantee  in order to guarantee lowlow
overheadoverhead and  and robustnessrobustness

••        CSSCSS’’s s have short duration and improve robustnesshave short duration and improve robustness

••    802.11    802.11ecec uses  uses CSSCSS’’s s to convey control informationto convey control information

——  Small CSS Dictionary  Small CSS Dictionary

——  Scope Control  Scope Control

••        802.11802.11ecec  improves fairness while also increasing channel improves fairness while also increasing channel 
utilizationutilization

——    Ex. 3x fairness, 1.5x airtime utilization, up to 12x throughputEx. 3x fairness, 1.5x airtime utilization, up to 12x throughput



802.11ec: Collision Avoidance without
Control Messages

Eugenio Magistretti, Omer Gurewitz,
and Edward Knightly

Rice University
Ben Gurion University


